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Порядок

получения сертификатов ключей аутентификации СКЗИ «Континент‑АП» клиентами Управления Федерального казначейства по Республике Хакасия

1. Общие положения

1.1. Порядок получения сертификатов ключей аутентификации СКЗИ «Континент‑АП» клиентами Управления Федерального казначейства по Республике Хакасия (далее - Порядок) разработан в соответствии с требованиями приказа ФАПСИ от 13.06.2001 № 152 «Об утверждении инструкции об организации и обеспечении безопасности хранения, обработки и передачи по каналам связи с использованием средств криптографической защиты информации с ограниченным доступом, не содержащей сведений, составляющих государственную тайну», приказа ФСБ РФ от 09.02.2005 № 66 «Об утверждении Положения о разработке, производстве, реализации и эксплуатации шифровальных (криптографических) средств защиты информации (Положение ПКЗ-2005)» , правилами пользования на средство криптографической защиты информации (далее – СКЗИ) «Континент‑АП».

1.2. Настоящий Порядок определяет действия клиентов Управления Федерального казначейства по Республике Хакасия (далее – Управление) при получении сертификата ключа аутентификации СКЗИ «Континент‑АП», необходимого для авторизации при подключении к системе удаленного финансового документооборота (далее – СУФД).

2. Порядок выдачи сертификатов ключей аутентификации

СКЗИ «Континент‑АП» клиентам Управления

2.1. Для обеспечения работы в СУФД на рабочем месте клиента, с которого планируется устанавливать защищенное соединение, должно быть установлено СКЗИ «КриптоПро CSP» и СКЗИ «Континент‑АП». Указанные СКЗИ можно получить в Управлении, направив письменное обращение (форма размещена на сайте Управления в разделе ГИС – Удостоверяющий центр – Инструкции и разъяснения – «Форма письменного обращения о выдаче средств ЭП»). Установка и настройка СКЗИ осуществляется в соответствии с п. 1 инструкции, размещенной на сайте Управления в разделе ГИС – Удостоверяющий центр – Инструкции и разъяснения – «Инструкция по установке Континент‑АП».

2.2. Создание ключа аутентификации СКЗИ «Континент‑АП» и файла запроса на сертификат производится на рабочем месте Клиента в соответствии с п. 2 инструкции, размещенной на сайте Управления в разделе ГИС – Удостоверяющий центр – Инструкции и разъяснения – «Инструкция по установке Континент‑АП». Файл запроса с расширением «.req» и скан-копия приказа «О предоставлении полномочий на эксплуатацию СКЗИ «Континент‑АП» (приложение к Порядку) отправляется на электронную почту Управления по адресу ufk80\_ucfk@roskazna.ru. В теме письма необходимо указать наименование организации.

2.3. Оператор удостоверяющего центра Управления при получении файла запроса на сертификат проверяет полноту и правильность заявки:

- при положительном результате проверки сертификат ключа аутентификации СКЗИ «Континент‑АП» изготавливается в течение шести рабочих дней с момента поступления запроса и направляется на электронную почту Организации-заявителя;

- в случае отрицательного результата проверки на электронную почту Организации-заявителя направляется ответное письмо с указанием причины отказа.

2.4. Полученный сертификат ключа аутентификации СКЗИ «Континент‑АП» устанавливается на рабочей станции Организации-заявителя Клиентом самостоятельно в соответствии с п. 3 инструкции, размещенной на сайте Управления в разделе ГИС – Удостоверяющий центр – Инструкции и разъяснения – «Инструкция по установке Континент‑АП»
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**ФОРМА ПРИКАЗА**

«\_\_\_» \_\_\_\_\_\_\_\_\_\_\_ 20\_\_ г. № \_\_\_

О предоставлении полномочий

на эксплуатацию

СКЗИ «Континент-АП»

В целях организации обмена электронными документами в системе удаленного финансового документооборота Федерального казначейства (СУФД), на основании договора «Об обмене электронными документами» от «\_\_\_» \_\_\_\_\_\_\_\_ 20\_\_ г. № \_\_\_ руководствуясь Федеральными законами от 06.04.2011 г. № 63-ФЗ «Об электронной подписи», от 27.07.2006 г. № 149-ФЗ «Об информации, информационных технологиях и о защите информации», приказом ФАПСИ от 13.06.2001 г. № 152 «Об утверждении Инструкции об организации и обеспечении безопасности хранения, обработки и передачи по каналам связи с использованием средств криптографической защиты информации с ограниченным доступом, не содержащей сведений, составляющих государственную тайну»,

**ПРИКАЗЫВАЮ:**

1. Для создания защищенного соединения между автоматизированным рабочим местом СУФД и сервером доступа Федерального казначейства, обеспечивающего безопасную передачу данных в среде Интернет, предоставить полномочия на эксплуатацию СКЗИ «Континент-АП» следующему должностному лицу:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(ФИО, должность)

2. Указанное в п. 1 настоящего приказа должностное лицо несет персональную ответственность за:

* сохранение в тайне закрытого ключа абонентского пункта и иной ключевой информации;
* соблюдение правил эксплуатации средств криптографической защиты информации;
* неукоснительное соблюдение требований соответствующих нормативных документов.

3. Контроль за исполнением настоящего приказа оставляю за собой.

Начальник (Руководитель) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ /\_\_\_\_\_\_\_\_\_\_\_\_\_\_/